Social Security(사회보장)칼럼

# SOCIAL SECURITY(사회보장) 및 사기를 인식하기



Social Security(사회보장) 국을 사칭한 사기가 미국 전역에서 계속 기승을 부리고 있습니다. 사기범들은 표적 수법을 사용하여 사용자를 속이고 민감한 정보나 돈을 제공하도록 유도합니다.

의심스러운 편지, 문자, 이메일 또는 전화를 받으면 응답하지 마십시오. 사기범을 알아차리고 피해자가 되지 않는 방법을 알아두시기 바랍니다.

사회보장국이 절대 하지 않는 일:

* 직원의 정부 공식 신분증 이미지를 문자 또는 이메일로 전송.
* Social Security(사회보장) 번호를 일시 정지.
* 벌금이나 수수료를 즉시 내지 않으면 체포 또는 기타 법적 조치를 취하겠다고 협박.
* 소매 매장 기프트 카드, 계좌 이체, 인터넷 통화 또는 우편을 통한 현금 결제를 요구.
* 결제의 대가로 연금액 증가 또는 기타 지원을 약속.
* 개인 정보가 포함된 '공식' 편지 또는 보고서를 우편 또는 이메일로 전송.

사회보장국은 문자 수신에 동의한 경우에 다음과 같은 제한된 상황에서만 문자 메시지를 발송합니다.

* 업데이트 및 알림 문자 수신을 구독한 경우.
* *my* Social Security계정에 액세스할 때, 강화된 보안 절차의 일부로 문자 전송.

사회보장국은 미납금이 있는 경우 결제 옵션 및 이의 제기 권리에 대한 내용이 포함된 편지를 우편으로 보냅니다.

Social Security(사회보장) 국을 사칭한 사기와 기타 Social Security(사회보장) 사기가 의심된다면 OIG’s 웹사이트 [oig.ssa.gov/report](https://oig.ssa.gov/report/) (영어로만 제공)에 신고해 주시기 바랍니다. 사기에 대한 더 많은 정보는 [www.ssa.gov/scam](https://www.ssa.gov/scam) (영어로만 제공)에서 찾아볼 수 있습니다. 이 정보를 가족과 친구, 동료들과 공유하여 Social Security(사회보장) 사칭 사기에 대한 인식을 넓히는 데 도움을 주시기 바랍니다.
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